
Trimble Identity personal data storage settings
Trimble Identity is Trimble's common identity provider with single sign-on (SSO) and
authentication capabilities for users, devices, and applications. It processes users' personal
data provided by the users or their organization's administrators. Trimble requires users to
provide Trimble Identity with their email address, first name, and last name, and users may
enter their phone number for SMS two-factor authentication. This data is used to manage a
user’s access to Trimble products and to identify and contact users for purposes of account
administration, support, and collaboration within Trimble's products.

Users can specify the region in which they would like to store their personal data processed
for Trimble Identity during sign-up. The current data storage region options are the US, the
EU, and the UK, with additional regions coming in the future.

Users utilizing the following authentication workflows will NOT have a choice of their data
storage region preference:

1. Users signing in with a social sign-in, with current options being Apple ID,
Google ID, or Microsoft: These users' personal data will be processed in the US.

2. Users signing in with a federated identity connected to their organization's
own identity provider: These users' personal data will be processed in the region
selected by their organization.

Trimble Identity users who have selected that they prefer their data to be stored in the EU
have the data they input processed in the EU. Currently, data of all Trimble Identity users,
including these EU users, also have personal data processed in the US for purposes of
account administration, support, and collaboration within Trimble's products. However,
efforts are underway to move all remaining US-processed Trimble Identity data for users
who desire their data to be processed in the EU into EU-based data stores in alignment
with their preferences.

Currently, Trimble offers regionalization of personal data only for Trimble Identity and
other select applications. Various Trimble applications are built so that they store data,
including personal data, in the US region. For more details on data storage practices please
contact the support team for that Trimble application.
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Controller for the data is Trimble Inc. 10368 Westmoor Drive, Westminster, CO 80021, USA,
for users in the United States and Trimble Europe B.V., Industrieweg 187a, 5683CC Best,
the Netherlands, for users residing outside of the United States. For a description of
Trimble's processing of personal data and of your rights please review our Privacy Notice.
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https://www.trimble.com/en/our-commitment/responsible-business/data-privacy-and-security/data-privacy-center/privacy-notice

