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This Trimble User Assignment and Device Management Policy (this “Policy”) supplements the General Transaction 
Terms (the “General Terms”) and Supplement Terms for Software and Subscriptions (the “Software Terms”), in 
each case available at https://www.trimble.com/en/legal/customer-terms or any successor url. Capitalized terms not 
defined herein have the meanings given in the General Terms and the Software Terms. 

User Assignment 

For Software offered on a Named User basis, Customer may reassign Named Users from one named person to 
another person through a self-service process in accordance with the General Terms, the Software Terms, and this 
Policy. Named Users may be reassigned from one person to another person only in the following scenarios: 

● If a Named User is assigned to an employee of Customer or an Affiliate of Customer and that 
employee leaves the Customer’s or Affiliate’s employment or transfers to a different role for which 
access to the Software is not needed. 

● If a Named User is assigned to an authorized third party user, such as a contractor or consultant, and 
that third party user’s engagement with Customer ends. 

● If a Named User is mistakenly assigned to the wrong person at the time of purchase. 

● At the time of renewal for the Subscription to the Software. 

If Customer purchases a bundle consisting of multiple Software, the person assigned as a Named User for one 
Software component of that bundle consumes a Named User for all Software in that bundle. 

Device Management 

A Named User may only use the Software simultaneously on up to the number of permitted devices identified in the 
Order or Documentation, if applicable, as described below:  

● Three Devices - Allows up to three devices to be used simultaneously per TID 

● One Device – Allows one device to be used simultaneously per TID 

● Unlimited Devices – Allows unlimited device usage simultaneously per TID 

Trimble Identification (TID) credentials are granted to individual, named persons and may not be shared to allow 
multiple persons to access Software from different devices. 

Violations 

Trimble may monitor Customer’s compliance with this policy.  If Trimble has a reasonable basis for determining that 
Customer is violating this policy, Trimble will notify Customer and Customer agrees to promptly remedy its 
noncompliance to Trimble’s reasonable satisfaction.  
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